Information Exchange Package Master Documentation

Mailing Address Verification
Version 1.0
Updated 12/11/2012
2Introduction


21.
Purpose and Scope


32.
List of Artifacts


33.
Domain Model


44.
XML Schemas


44.1.
NIEM Subset Schemas


44.2.
Extension XML Schema


44.3.
Exchange XML Schema


45.
Additional IEPD Provisions


45.1.
Cardinality


45.2.
Business Rules


56.
XML Sample Instances


56.1.
Sample XML Instances


57.
Development


67.1.
Participants


67.2.
Process


67.3.
Development Artifacts


78.
Testing and Conformance


78.1.
Testing


78.2.
Conformance


79.
Feedback





Introduction

The purpose of this document is to provide documentation for version 1.0 of the Mailing Address Verification Information Exchange Package Documentation (IEPD).  This IEPD will provide the technology foundation for the implementation of mailing address verification and completion capabilities to agencies or organizations and assist them in more efficiently providing services to their users or clients.
This version is part of an Alabama pilot program of the Alabama Health Insurance Exchange (HIX) to provide some basic shared services to state government agencies.  This IEPD is based on verifying and/or completing mailing addresses using a United States Postal Service (USPS) data source, although this IEPD can also be used as an interface to other verifications services as well.
1. Purpose and Scope

The purpose of the Mailing Address Verification information exchange is to provide state agencies and organizations with a tool that allows them to verify a mailing address or complete a mailing address when only partial information is available.  Agencies and organizations can use the information exchange to request verification or completion of a supplied mailing address, and the response will (a) indicate that the mailing address is correct as provided, (b) fill in missing parts of the address, such as a zip code if only city and state are provided, or (c) indicate that address is not valid or is not specific enough. 
This IEPD does not document how clients or servers are to implement the information exchange, but focuses on the information passed between the system requesting a mailing address verification or completion, and the system responding to the request.

This release of the IEPD is based on NIEM 2.1 and the NIEM MPD 1.1 specification, and contains written documentation, schemas, sample instances, and a message content spreadsheet.
2. List of Artifacts

The following artifacts are included in the IEPD:

	Artifact File Name
	Purpose

	mpd-catalog.xml
	Catalog based on NIEM MPD specification, which references a stylesheet so the catalog can be viewed in a Web browser.

	mpd-catalog.xsl
	Stylesheet referenced by the mpd-catalog.xml file so the catalog can be viewed in a Web browser.

	mpd-changelog.txt
	Change log for the IEPD.

	master-document-mail-addr-verify.doc
	This document.

	documentation/mail-addr-verify-message-content.xls
	Spreadsheet documenting contents of the XML schemas, including business rules defined by the IEPD that are not defined by the XML schemas.

	XMLschemas/exchange/1.0/mail-addr-verify.xsd
	NIEM-conformant exchange schema that contains the top-level information exchange data elements.

	XMLschemas/subset/niem
	Directory containing NIEM subset schemas.

	XMLschemas/subset/wantlist.xml
	Wantlist for NIEM subset.

	XMLsamples/
	Directory containing sample instances illustrating requests and responses based on the IEPD schemas and business rules.


3. Domain Model
This IEPD represents a request/response message pattern.  

A request consists of a full or partial mailing address.  For this IEPD, partial means an address that includes a zip code without a city or state, or a city and state without a zip code.  

A response can take slightly different forms. 

If the responding verification service finds a match for the address provided in the request, the response includes a complete mailing address, with any missing information filled in, if necessary.  The response also includes geo-location information for the address in the form of latitude as a decimal between -90 (inclusive) and +90 (inclusive), and longitude as a decimal between -180 (inclusive) and +180 (exclusive).  A response code is provided that indicates whether the address was matched exactly as provided, or if details were filled-in.
If the responding verification service cannot find a match for the address provided in the request, the response will indicate an error, and include text information about the error.   Examples of situations where the verification service may be unable to find a match include addresses that do not exist, or addresses that do not include sufficient detail; such as an address for a building or apartment complex without a suite or apartment number.

4. XML Schemas

This section references the XML Schemas used to define the information exchange.  
4.1. NIEM Subset Schemas
NIEM Subset Schemas contain the NIEM elements used to define this exchange. This group of schemas is included in the XMLschemas/subset/niem directory of the IEPD directory structure.  

4.2. Extension XML Schema
Extension schemas are used to add exchange data elements that are not available in NIEM. Since the mailing address verification IEPD includes very few data elements that are not in NIEM, the extensions are included in the exchange schema rather than in a separate  extension schema.  
4.3. Exchange XML Schema
The exchange schema defines the structure and content of the exchange and is located in the file XMLschemas/exchange/1.0/mail-addr-verify.xsd.  This file defines the top-level request and response messages, as well as the very small set of extensions to NIEM required by the IEPD.
5. Additional IEPD Provisions

This section provides additional definitions, business rules, and other information required to implement the IEPD over and above that specified in the XML Schemas.
5.1. Cardinality

This IEPD utilizes NIEM and the NIEM XML schemas include abstract elements and substitution groups.  Due to the nature of abstracts and their substitutions, the abstract data elements have cardinality high enough to allow the appropriate number of elements from the corresponding substitution group.  The spreadsheet that documents the message contents defines the allowable cardinality for each data element in the information exchange.  When there is a cardinality difference between the XML schemas and the spreadsheet, the spreadsheet takes precedence.  
This IEPD includes one abstract XML data element where there are two possible substitutions.  The NIEM nc:AddressDeliveryPoint element is an abstract, where the possible substitutions are nc:LocationStreet and nc:AddressSecondaryUnitText.  The NIEM schemas define the cardinality of the abstract element as (1-2).  Per the data model, as documented in the spreadsheet, the LocationStreet element has cardinality (1) and the AddressSecondaryUnitText element has cardinality (0-1).  So even though the schemas allow two units to be provided and no street, that is not valid per the data model; the street is required and the unit is optional, and neither element is allowed more than once.
5.2. Business Rules
This section identifies business rules associated with the IEPD.  These rules were identified by the IEPD workgroup in the course of developing the domain model and NIEM mappings, or were defined by NIEM.  
· Requests must include Zip Code OR (City AND State) OR (City AND State AND Zip Code).
· In a response, a Result Error Message must be provided if the Result Code is "Error" (without the quotes).
Note that the Conformation Testing Assistant (ConTesA) can be used to test XML instances for conformation against the XML schemas as well as these business rules.
6. XML Sample Instances

This section provides samples that would be useful to an implementer to facilitate understanding of the IEPD.

6.1. Sample XML Instances

Sample instances are provided in the XMLsamples/ directory of the IEPD directory structure and are described below.
Request City State

The Request-city-state.xml sample instance file represents a request where the supplied address includes both city and state, but not a zip code.  

Request Zip Only

The Request-zip-only.xml sample instance file represents a request where the supplied address includes a zip code, but not city or state.

Response Corrected

The Response-corrected.xml sample instance file represents a response to either the Request City State or Request Zip Only, where the responding system found a matching address and filled in the missing information.  The response code indicates an update to the address provided in the request.
Request All Fields

The Request-all-fields.xml sample instance file represents a request where all data fields are filled-in, including city, state and zip code.  

Response OK

The Response-OK.xml sample instance file represents a response to the Request All Fields where the responding system found a matching address and did not have to fill in any missing information.

Response Error

The Response-error.xml sample instance file represents a response to a request where the address in the request could not be found given the data provided.  In this particular instance, the error message indicates that the address could not be found.
7. Development

This section describes the people, process, and artifacts used in the development of this IEPD.

7.1. Participants

The Alabama Health Insurance Exchange (HIX) Program Office coordinated the development of this IEPD to support the development of the HIX and to facilitate development of shared services for use in the State of Alabama.  The Georgia Tech Research Institute (GTRI) and the University of Alabama Center for Public Safety (CAPS) collaborated on the development of the IEPD.  
The following individuals participated in the workgroup that developed this IEPD:
	Participant
	Organization
	Role

	Richard Fiore
	HIX
	Project Sponsor

	Becki Goggins
	HIX
	Management

	Jack C. Wallace
	GTRI
	Technical (data modeling, schemas, and samples)

	Eric Soto
	GTRI
	Technical (schemas)

	Matthew Hudnall
	CAPS
	Technical (data modeling)


7.2. Process

CAPS provided information detailing the data elements required for the information exchange, along with applicable business rules, based on their work with existing Alabama agencies and data services.  CAPS also reviewed IEPD artifacts as part of a development project to implement a service based on the IEPD.
GTRI mapped the supplied data elements to NIEM, and developed NIEM subset schemas as well as an exchange schema.  GTRI also created sample instances to illustrate the use of the schemas in requests and responses for all use cases, developed a spreadsheet documenting all data elements used by the information exchange, and developed all other artifacts necessary for the IEPD.

7.3. Development Artifacts

This section describes non-schema artifacts created during the development process.  These artifacts are intended to help an implementer better understand the IEPD, and could be re-used if the IEPD is later modified, extended, or re-purposed.  

Message Content spreadsheet

The documentation/mail-addr-verify-message-content.xls is a Microsoft Excel spreadsheet that provides a definitive guide to the message and data elements for mailing address verification requests and responses.  The spreadsheet also contains comments that are intended to provide guidance for those developing clients and services that build or consume these requests and responses, as well as examples for many data elements.  
As noted previously, since this IEPD utilizes NIEM, the XML schemas include abstract elements and substitution groups which may have cardinality high enough to allow the appropriate number of elements from the corresponding substitution group.  The spreadsheet documents the allowable cardinality for each data element in the information exchange.  When there is a cardinality difference between the XML schemas and the spreadsheet, the spreadsheet takes precedence.  

The spreadsheet is divided into four tabs named and ordered as follows:

The "General" tab provides high-level information, such as contact information. 

The "Instructions_Definitions" tab provides descriptions and definitions about what is in various columns and fields.

The "Data and Metadata" tab is the primary focus of the spreadsheet and contains the data and metadata elements that are part of the information exchange, as well as mapping of these elements to NIEM.  Data element-specific business rules are provided in the Comments column, and are noted with a prefix of “BR:”.  More general business rules are provided at the top of the workbook.
The "Result Code List" tab documents the enumerations of the single code list contained in the IEPD.  This tab contains columns for Code and Description.  The values in the Code column are the enumerated values that appear in the schema exactly as they must appear in XML instances.  The Description column provides additional information about what the value means.  

Wantlist

The XMLschemas/subset/wantlist.xml file is the NIEM wantlist for the subset schemas.
8. Testing and Conformance

This section provides information on testing and conformance activities.

8.1. Testing

GTRI tested the integrity of the IEPD schemas and sample instances with XMLSpy Professional 2012.    

8.2. Conformance

The IEPD has been tested for conformance using the NIEM IEPD Conformance Tool that was publicly available at the time the IEPD was developed.  The tool falsely reported an error in the IEPD due to a known bug in the tool; all other tests passed.
9. Feedback

The IEPD workgroup has already submitted feedback on NIEM through the normal NCCT channel, and will submit any additional requests for new elements, schema corrections, and code lists.
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